
 
 

UK Product Security and Telecommunications 
Infrastructure Statements of Compliance 
 
We here declare that this statements of compliance is prepared by Zyxel 

Communications Corporation: 

 

Product : 5G NR Outdoor Router 

Model : NR7123 Three.UK SKU 

Manufacturer : Zyxel Communications Corporation 

Address : No.2 Industry East RD. IX, Hsinchu Science Park, Hsinchu 

30075, Taiwan, R.O.C 
 

complies with schedule 1, Security Requirements for manufacturers, of The Product 

Security and Telecommunications Infrastructure (Security Requirements for Relevant 

Connectable Products) Regulations 2023 and in conformity with the following security 

requirements： 

 

Security requirements Statements of Compliance 

Passwords 1. The factory default admin password and WiFi password 

of each device are different and generated from random 

seeds. 

2. The password generate algorithm is based on the "serial 

number" and salt is the random generated number 

which are CryptGenRandom windows API. 

Information on how to 

report security issues 

Please see the website below. 

https://www.zyxel.com/service-

provider/emea/en/security-advisoriess 

 

Information minimum 

security update periods 

Zyxel will provide Vulnerability support until 

December 31, 2025, with the possibility of extending 

support if needed. 
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